
California Privacy Addendum 

Privacy Statement Addendum for California Residents 

Effec9ve Date: 2 May, 2023 

This Privacy Statement Addendum for California Residents (the “California Privacy Addendum”) 
supplements the informaCon contained in our Statement and describes our collecCon and use of 
Personal InformaCon. This California Privacy Addendum applies solely to all visitors, users, and others 
who reside in the State of California (“consumers” or “you”). We adopt this noCce to comply with the 
California Consumer Privacy Act of 2018 (“CCPA”) and any terms defined in the CCPA have the same 
meaning when used in this noCce.  

Note that this California Privacy Addendum does not apply employment-related personal informaCon 
collected from our California-based employees, job applicants, contractors, or similar individuals. Please 
contact your local human resources department if you are a California employee and would like 
addiConal informaCon about how we process your Personal InformaCon. 

Where noted, this California Privacy Addendum also does not apply to personal informaCon reflecCng a 
wriRen or verbal business-to-business communicaCon (“B2B Personal Informa9on”). Unless otherwise 
noted, this exempCon will expire on January 1, 2023.   

1. Informa9on We Collect  

We collect informaCon that idenCfies, relates to, describes, references, is capable of being associated 
with, or could reasonably be linked, directly or indirectly, with a parCcular consumer or device 
(“personal informa9on”). In parCcular, we collect, and over the prior twelve (12) months have collected, 
the following categories of personal informaCon from our consumers: 

Personal informaCon does not include: 

• Publicly available informaCon from government records. 
• DeidenCfied or aggregated consumer informaCon. 

Category Applicable Pieces of Personal Informa9on Collected

A. Iden9fiers. A real name, alias, postal address, unique personal idenCfier, online 
idenCfier, Internet Protocol address, email address, or other similar 
idenCfiers.

B. Personal informa9on 
categories listed in the 
California Customer 
Records statute (Cal. 
Civ. Code § 1798.80(e)).

A name, address, or telephone number. 
Some personal informa.on included in this category may overlap with other 
categories.

C. Internet or other 
similar network 
ac9vity.

Log informaCon, device informaCon, and informaCon collected by cookies 
and other tracking technologies as described in secCon 2.



2. Use of Personal Informa9on 

We may use or disclose the personal informaCon we collect and, over the prior twelve (12) months, and 
have used or disclosed the personal informaCon we have collected, for one or more of the business or 
commercial purposes described in the Statement. AEGIS Flow Technologies will not collect addiConal 
categories of personal informaCon or use the personal informaCon we collected for materially different, 
unrelated, or incompaCble purposes without providing you noCce. 

3. Sources of Personal Informa9on 

AEGIS Flow Technologies obtains the categories of personal informaCon listed above from the categories 
of sources described in the Statement. 

4. Sharing Personal Informa9on 

AEGIS Flow Technologies does not disclose your personal informaCon to a third party for monetary or 
other valuable consideraCon. AEGIS Flow Technologies may disclose your personal informaCon to a third 
party for a business purpose. When we disclose personal informaCon for a business purpose, we enter a 
contract that describes the purpose and requires the recipient to both keep that personal informaCon 
confidenCal and not use it for any purpose except performing the contract.  

Disclosures of Personal Informa1on for a Business Purpose 

In the preceding twelve (12) months, AEGIS Flow Technologies has disclosed the following categories of 
personal informaCon for a business purpose to the listed categories of third parCes:  

A. Iden9fiers:  
Categories of Third Par.es: Service Providers; business partners; and affiliates, parents, and 
subsidiary organizaCons of AEGIS Flow Technologies. 

B. California Customer Records personal informa9on categories:  
Categories of Third Par.es: Service Providers; business partners; and affiliates, parents, and 
subsidiary organizaCons of AEGIS Flow Technologies. 

C. Internet or other similar network ac9vity:  
Categories of Third Par.es: AdverCsers and adverCsing networks; social media companies; and 
internet cookie informaCon recipients, such as analyCcs and behavioral adverCsing services. 

5. Your Rights and Choices  

The CCPA provides consumers (California residents) with specific rights regarding their personal 
informaCon. This secCon describes your CCPA rights and explains how to exercise those rights. You may 
exercise these rights yourself or through your authorized agent.  

Access to Specific Informa1on and Data Portability Rights 

You have the right to request that AEGIS Flow Technologies disclose certain informaCon to you about our 
collecCon and use of your personal informaCon over the past 12 months (a “Right to Know” request). 
You also have the right to request that we provide you with a copy of the specific pieces of personal 
informaCon that we have collected or created about you. If you make a request for the specific pieces of 



personal informaCon electronically, we will provide you with a copy of your personal informaCon in a 
portable and, to the extent technically feasible, readily reusable format that allows you to transmit the 
personal informaCon to another third-party. You must specifically describe if you are making a Right to 
Know request or a request for the specific pieces of personal informaCon. If you would like both the 
informaCon about our collecCon and use over the past twelve (12) months and a copy of the specific 
pieces of Personal Data, you must make both requests clear in your email. If it is not reasonably clear 
from your request, we will only process your request as a Right to Know request.  

Once we receive your request and verify your idenCty (see Exercising Access, Data Portability, and 
Dele.on Rights), we will disclose to you: 

For Right to Know requests: 

• The categories of personal informaCon we collected about you. 
• The categories of sources for the personal informaCon we collected about you. 
• Our business or commercial purpose for collecCng or selling that personal informaCon. 
• The categories of third parCes with whom we share that personal informaCon. 
• If we sold or disclosed your personal informaCon for a business purpose, two separate lists 

disclosing: 
o sales for monetary or other valuable consideraCon (if any), idenCfying the personal 

informaCon categories that each category of recipient purchased; and  
o disclosures for a business purpose, idenCfying the personal informaCon categories that each 

category of recipient obtained.  

For requests for specific pieces of personal informaCon: 

• The specific pieces of personal informaCon we collected about you (also called a data portability 
request).  

We do not provide these access and data portability rights for B2B personal informaCon. 

Dele1on Request Rights  

You have the right to request that AEGIS Flow Technologies delete any of your personal informaCon that 
we collected from you and retained, subject to certain excepCons. Once we receive and confirm your 
verifiable consumer request (see Exercising Access, Data Portability, and Dele.on Rights), we will delete 
(and direct our service providers to delete) your personal informaCon from our records, unless an 
excepCon described in CCPA applies.  

We do not provide these deleCon rights for B2B personal informaCon. 

Exercising Access, Data Portability, and Dele1on Rights 

To exercise the right to know, data portability, and deleCon rights described above, please submit a 
verifiable consumer request to us by Emailing us at aharriman@idexcorp.com or privacy@idexcorp.com. 

If you (or your authorized agent) submit a request to delete your informaCon online, we will use a two-
step process in order to confirm that you want your personal informaCon deleted. This process may 
include verifying your request through contacCng you through email, SMS messages, or regular postal 
mail. 
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If you fail to make your submission in accordance with the ways described above, we may either treat 
your request as if it had been submiRed with our methods described above, or provide you with 
informaCon on how to submit the request or remedy any deficiencies with your request.  

Only you, or your agent that you authorize to act on your behalf, may make a verifiable consumer 
request related to your personal informaCon.  To designate an authorized agent, see Authorized Agents 
below. We may request addiConal informaCon so we may confirm a request to delete your personal 
informaCon.  

You may only make a verifiable consumer request for access or data portability twice within a 12-month 
period. The verifiable consumer request must: 

• Provide sufficient informaCon that allows us to reasonably verify you are the person about 
whom we collected personal informaCon or an authorized representaCve. This may include: 

• Name, email address, physical address and/or the specific AEGIS Flow Technologies business unit 
with whom you have done business and/or were employed by.   

• Describe your request with sufficient detail that allows us to properly understand, evaluate, and 
respond to it. 

We cannot respond to your request or provide you with personal informaCon if we cannot verify your 
idenCty or authority to make the request and confirm the personal informaCon relates to you.  

Making a verifiable consumer request does not require you to create an account with us.  

We will only use personal informaCon provided in a verifiable consumer request to verify the requestor’s 
idenCty or authority to make the request.  

Authorized Agents 

You may authorize your agent to exercise your rights under the CCPA on your behalf by registering your 
agent with the California Secretary of State. You may also provide your authorized agent with power of 
aRorney to exercise your rights. If you authorize an agent, we may require that your agent provide proof 
that they have been authorized exercise your rights on your behalf. We may request that your authorized 
agent submit proof of idenCty. We may deny a request from your agent to exercise your rights on your 
behalf if they fail to submit adequate proof of idenCty or adequate proof that they have the authority to 
exercise your rights.  

Response Timing and Format 

We will respond to a verifiable consumer request within ten (10) days of its receipt. We will generally 
process these requests within forty-five (45) days of its receipt. If we require more Cme (up to 45 days), 
we will inform you of the reason and extension period in wriCng. 

If you have an account with us, we will deliver our wriRen response to that account. If you do not have 
an account with us, we will deliver our wriRen response by mail or electronically, at your opCon.  

Any disclosures we provide related to a Right to Know request will only cover the 12-month period 
preceding the verifiable consumer request’s receipt. The response we provide will also explain the 
reasons we cannot comply with a request, if applicable. For data portability requests, we will select a 
format to provide your personal informaCon that is readily useable and should allow you to transmit the 
informaCon from one enCty to another enCty without hindrance. 

We do not charge a fee to process or respond to your verifiable consumer request unless it is excessive, 
repeCCve, or manifestly unfounded. If we determine that the request warrants a fee, we will tell you 
why we made that decision and provide you with a cost esCmate before compleCng your request.  



6. Non-Discrimina9on 

We will not discriminate against you for exercising any of your CCPA rights. Unless permiRed by the 
CCPA, we will not: 

• Deny you goods or services. 
• Charge you different prices or rates for goods or services, including through granCng discounts or 

other benefits, or imposing penalCes. 
• Provide you a different level or quality of goods or services. 
• Suggest that you may receive a different price or rate for goods or services or a different level or 

quality of goods or services. 

However, we may offer you certain financial incenCves permiRed by the CCPA that can result in different 
prices, rates, or quality levels. Any CCPA-permiRed financial incenCve we offer will reasonably relate to 
your personal informaCon’s value and contain wriRen terms that describe the program’s material 
aspects. ParCcipaCon in a financial incenCve program requires your prior opt in consent, which you may 
revoke at any Cme. We currently do not offer any such financial incenCves.  

7. Changes to This California Privacy Addendum 

AEGIS Flow Technologies reserves the right to amend this California Privacy Addendum at our discreCon 
and at any Cme. When we make changes to this California Privacy Addendum, we will post the updated 
addendum on the Website and update the addendum’s effecCve date. Your con9nued use of our 
Website following the pos9ng of changes cons9tutes your acceptance of such changes. 

8. Contact Informa9on 

If you have any quesCons or comments about this California Privacy Addendum, the ways in which AEGIS 
Flow Technologies collects and uses your informaCon described above and in the Statement, your 
choices and rights regarding such use, or wish to exercise your rights under California law, please do not 
hesitate to contact us at: 

To Contact AEGIS Flow Technologies 
Phone: (225) 673-9990 

Email: aharriman@idexcorp.com or privacy@IDEXcorp.com  

Postal Address:   

6041 Industrial Drive 
Geismar, Louisiana 70734 

To Contact IDEX: 
Phone: 1-847-498-7070 
Email: privacy@idexcorp.com  
Postal Address:  [@BU-PLEASE INSERT BU NAME] CorporaCon 

ARn: Legal Department: Compliance/Privacy 
3100 Sanders Road, Suite 301 
Northbrook, IL 60062, USA 
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